
 
 

Wireless Network Guidelines 
 
 
 

Wireless Internet access (Wi-Fi) is provided by the Lakeville Area Public Schools 
to those who have the required hardware and software needed for this service. 
The Lakeville Area Public Schools Acceptable Use Policy governs use of this 
service, copies of this policy are available on the district’s website (per Policy F-
260).  Use of the Lakeville Area Public Schools Wi-Fi service verifies your 
agreement with the terms and conditions of this policy. 
 
General Usage Guidelines 
1.  A user’s device must be configured with virus protection (laptops).   
2.  Users are expected to know how to configure their own device for wireless 
use.  Most Wi-Fi network cards will be compatible. However, the Lakeville Area 
Public Schools can make no guarantees as to the compatibility of user’s 
equipment with the district’s wireless network.   
3.  The district does not offer wireless access support, except on a district owned 
devices.  The building media centers will provide a document with login details.  
4.  The Lakeville Area Public School’s wireless network is CIPA compliant and 
filtered accordingly. It has been configured and sized for interactive searches and 
knowledge gathering on the World Wide Web and other informational services. 
5.  Patrons will be asked to immediately terminate any activity such as, 
downloading of software, large images, music, etc. that adversely impacts the 
district’s network performance.  
6.  Any attempt to circumvent the district’s procedures and or any unauthorized 
attempt to access or manipulate district equipment will result in permanent 
disconnection from the district’s Wi-Fi network. 
7.  The Lakeville Area Public Schools assumes no responsibility to damages or 
security issues that may occur when connecting to the wireless networks.   
 
Please remember that the Wi-Fi network is subject to periodic maintenance and 
unforeseen downtime.  *The following wireless network connections are allowed: 
 
Student Device Network – Authorized use by district students/staff only.  
Students/staff who are using their device for educational purposes only can use 
this network. (Unsecured Network) 
 
District Guest Network– Authorized use by all students, community, and staff 
members.  Any student, community, or staff member that brings in their own 
personal device are allowed on this network.  (Unsecured Network) 
 
*All other networks are for district owned devices only. 


